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Bangladesh’s digital payments 
infrastructure has undergone multiple 
shifts over the past few years, with Mobile 
Financial Services (MFS) emerging as a 
key contributor. During the Covid-19 
pandemic, mobile money played a crucial 
role in enabling millions of people to access 
digital financial services (DFS) for their 
daily needs. As the impact of the pandemic 
eased, mobile money usage surged in 2022, 
surpassing pre-Covid levels. 

The habit of using digital payments, 
enforced by the pandemic, has become 
deeply ingrained for many, indicating a 
fundamental shift in consumer behaviour. 
Amidst pandemic-induced lockdowns 
and restrictions, the reliance on digital 
payments, including mobile money, has 
surged globally, contributing to the rapid 
expansion of registered accounts and active 
usage. Looking at the post-Covid figures, 
total MFS transactions have increased 
nearly threefold from 2020 till H ‘1 2024. 

BARRIERS TO SCALING DFS IN 
BANGLADESH
Barriers to scaling digital financial services 
(DFS) in Bangladesh are numerous despite 
the introduction of innovative products 
catering to diverse consumer and business 
needs. Mobile Financial Services (MFS), 
digital wallets, digital nano loans, and 
online payment platforms have become 
integral to daily financial transactions. 
However, the country’s digital payments 
infrastructure requires significant 
development to reach its full potential.

One major challenge is the absence of 
interoperability across platforms, which 
raises transaction costs and complicates 
the seamless transfer of funds between 
financial systems. This lack of connectivity 
fragments the payments ecosystem and 
results in user friction, as consumers are 
forced to cash in and out frequently when 
navigating different services. Enhanced 
interoperability would enable smoother, 
cost-effective digital transactions and 
contribute to a more cohesive financial 
system.

Another issue is the insufficient 
adoption of security standards. Payment 
security frameworks like the Payment Card 
Industry Security Standards Council (PCI-
SSC) and EMV are critical for safeguarding 
transactions, yet their slow implementation 
leaves systems vulnerable to fraud and 
cyberattacks.

A lack of incentives to encourage 
digital transactions further impedes the 
adoption of electronic payment systems. 
Government and regulatory bodies need to 
take proactive steps to offer incentives that 
drive greater integration and use of DFS 
solutions.

Poor internet connectivity, particularly 
in rural areas, also hinders the effective 
deployment of electronic payment systems. 
Slow and expensive internet, coupled with 
events like the recent six-day nationwide 
internet shutdown, has caused significant 
damage to the IT industry and eroded 
consumer trust in digital financial services.

Additionally, the dual role of regulatory 
bodies as operators in the payment 
ecosystem creates conflicts of interest. 
This overlap can result in biased decisions 
that stifle innovation and inhibit fair 
competition among stakeholders, 
ultimately undermining the development 
of a dynamic and inclusive digital financial 
ecosystem.

DESIGNING A BLUEPRINT 
FOR A ROBUST PAYMENTS 
INFRASTRUCTURE
To understand the challenges in the 
infrastructure, it is important to learn the 
key elements and how they piece together 
to form an ecosystem.

Digital identification
Bangladesh has taken leaps in developing 
digital identification systems, particularly 
with the rollout of Smart NIDs and Bangla 
QR. These initiatives aim to streamline 
transactions, enhance security, and 
improve access to government services. 
The Bangla QR system facilitates cashless 
transactions, while smart IDs offer secure 
authentication for individuals accessing 

various services. 
However, challenges remain in ensuring 

universal adoption and interoperability 
across different platforms and services. 
India’s Aadhaar system revolutionised 
digital identification by providing a unique 
biometric ID to over 1.2 billion individuals, 
facilitating access to financial services and 
government benefits. While the e-KYC 
process has become much more efficient, 
there is still room for improvement in 
achieving widespread adoption and 
integration across various services.

Interoperability
The Central Bank of Bangladesh, in 
collaboration with the ICT Division, 
established the Interoperable Digital 
Transaction Platform (IDTP) known as 
‘Binimoy’ in 2022. This initiative aimed to 
overcome the prevailing fragmentation 
among MFS providers and Payment Service 
Providers (PSPs), which inhibited seamless 
money transfers across different platforms. 

While the initiative held promise for 
enhancing financial accessibility, its 
implementation faced hurdles. Private 
sector entities took a lead role in the 
development process, resulting in a lack 
of comprehensive user testing and pilot 
programs. Consequently, the platform 
encountered security vulnerabilities, 
leading to instances of financial malpractice 
within days of its launch.

Data security
While Bangladesh has taken steps to 
enhance data security measures, including 
the enactment of the Data Security Act, 
there are still gaps in enforcement and 

compliance. Strengthening data security 
protocols, implementing encryption 
standards, and fostering a culture of 
cybersecurity awareness are essential 
steps to safeguarding digital assets and 
preventing unauthorised access or data 
breaches. The vulnerability of data security 
has been magnified with the hacking 
of 25 local websites leaking sensitive 
information of various stakeholder 
groups. Bangladesh’s data security and 
consent frameworks are still evolving, with 
opportunities to strengthen user rights 
and privacy protections. 

In comparison, Singapore has stringent 
data protection laws, such as the Personal 
Data Protection Act, ensuring high 
standards for data security.   Bangladesh 
can draw inspiration from Singapore’s 
approach to data governance and explore 
opportunities for collaboration and 
knowledge sharing in developing robust 
data protection frameworks.

Data repository
While Bangladesh has made strides in its 
digital transformation journey, particularly 
within the MFS segment and the advent 
of digital banking guidelines, the 
establishment of a robust data repository 
remains a pivotal component that is yet 
to be fully realised. Drawing inspiration 
from India’s DigiLocker, Bangladesh can 
leverage innovative solutions to propel its 

digital infrastructure forward.
The key benefits of a digital data 

repository are numerous. By deploying 
multi-factor authentication services, such 
a repository provides users with full control 
over their information, thereby enhancing 
privacy and data protection. Additionally, 
digitally stored documents streamline 
bureaucratic processes, eliminating 
inefficiencies and reducing the burden of 
carrying numerous physical documents. 
This digital transformation simplifies 
verification and submission procedures, 
offering significant convenience to users. It 
accommodates various document formats 
and facilitates digital signatures, simplifying 
the verification and submission process.

GLOBAL INSIGHTS: HOW INDIA 
AND SINGAPORE SHAPED THEIR 
INFRASTRUCTURE
While India and Singapore showcase 
advanced, integrated payment 
infrastructures with strong regulatory 
frameworks, interoperability, and consumer 
trust, Bangladesh is still developing its 
digital financial ecosystem. The country’s 
ongoing efforts, particularly in mobile 
financial services and digital identity, 
reflect a commitment to improvement, 
but challenges remain. To enhance its 
payments infrastructure, Bangladesh can 
draw lessons from the successes of India 
and Singapore in establishing regulatory 
clarity, promoting interoperability, and 
driving consumer adoption. 

Regulatory framework
Singapore has a well-established regulatory 
framework overseen by the Monetary 

Authority of Singapore (MAS), which 
promotes innovation while ensuring 
consumer protection and financial 
stability. The Payment Services Act 
(2019) consolidates the regulation of 
various payment services, providing clear 
guidelines for operations and licensing. 
This regulatory clarity fosters a competitive 
environment that encourages the entry of 
fintech companies. 

Additionally, the Personal Data 
Protection Act (PDPA) offers a balanced 
approach to personal data protection by 
regulating the collection, use, disclosure, 
and care of personal data. It applies to all 
private sector organisations, regardless of 
size, ensuring that a wide range of entities 
adhere to data protection principles. Central 
to the PDPA is the emphasis on obtaining 
consent from individuals before collecting, 
using, or disclosing their personal data. This 
empowers individuals to have control over 
their personal information and promotes 
transparency in how organisations handle 
data. In contrast, Bangladesh’s regulatory 
landscape is still evolving, with overlapping 
roles among regulatory bodies that can 
hinder innovation and create conflicts of 
interest.

State of interoperability
Singapore’s payment ecosystem is 
characterised by high interoperability 
among various payment systems, facilitated 

by initiatives like Fast And Secure Transfers 
(FAST) and Singapore Quick Response 
Code (SGQR). These systems enable 
seamless transactions between banks and 
payment service providers, enhancing user 
experience. 

On the other hand, India’s Unified 
Payments Interface (UPI) excels in 
interoperability, enabling seamless 
transactions across platforms. It features 
QR-based payments where customers 
can scan merchant-displayed codes for 
easy transfers. UPI’s layered architecture 
enhances scalability and flexibility by 
building on existing systems.

CONSUMER EDUCATION AND TRUST
Government and regulatory bodies like the 
Reserve Bank of India (RBI) have launched 
large-scale campaigns, such as the ‘RBI 
Kehta Hai’ initiative, aimed at educating 
consumers on the safe use of digital 
payments, which has boosted trust and 
reduced apprehensions around security 
issues.

Way forward
To develop a robust layered payments 
infrastructure, it is essential to evaluate 
existing systems and identify areas for 
improvement and integration. A crucial 
first step is addressing the digital divide, 
which forms the cornerstone of an 
inclusive payments ecosystem. This gap 
encompasses disparities in access to 
smart devices, internet connectivity, and 
digital literacy. Initiatives to subsidise 
smart devices, lower transaction costs, and 
extend reliable internet to rural areas must 
be prioritised. Additionally, introducing 

value-added services such as micro-
credit and conducting financial literacy 
programs can drive adoption among 
underserved populations, creating a 
more equitable and inclusive payment 
ecosystem in Bangladesh.

By refining and “stacking” these 
systems, Bangladesh can achieve 
seamless digital payment operations. In 
the presence of an interoperable digital 
platform, a ripple effect can be generated 
across multiple sectors, encouraging 
key players to adopt these services and 
collaboratively address market demand.

While the country has embraced the 
growth of digital financial services over 
the years, the road ahead demands a 
coordinated and deliberate approach. 
Strengthening interoperability, 
enhancing data security, and fostering 
digital literacy are vital steps toward a 
robust, layered payment infrastructure. 
By addressing regulatory challenges and 
ensuring seamless integration across 
platforms, Bangladesh can unlock the full 
potential of its digital economy, driving 
financial inclusion and sustainable 
growth for the future.

Ameera Fairooz is a consultant at 
LightCastle Partners with a background 
in International Business from Dhaka 
University.
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What’s next for Digital Financial 
Services in Bangladesh?

JOBS 
SPOTLIGHT

FOR MORE 

DETAILS AND THE 

APPLICATION 

LINKS, SCAN THE 

QR CODE BELOW.

International 
Rescue 
Committee
WPE Caseworker

Deadline: January 22

Eligibility:
Bachelor’s degree in Psychology/ Gender 

or Women’s Studies/ Social Work/ Social 
Science or other relevant subjects.

Minimum experience: 2 years

ActionAid Bangladesh
Programme Officer, Implementation

Deadline: January 25

Eligibility:
Bachelor’s degree in Social Science from 

a reputed university, with an understanding 
of project implementation, facilitation and 
training delivery, training follow-up, and 
impact assessment.

Minimum experience: 2-3 years

BRAC
Senior Manager, Insights & Innovation 
Research, Social Innovation Lab

Deadline: January 25

Eligibility:
Master’s degree or equivalent in 

Economics, Development Studies, 
Anthropology, Public Policy, Behavioral 
Science, Psychology, or other related fields 
from any recognised university.

Minimum experience: 5 years

SMC Enterprise 
Ltd.
Sales Officer

Deadline: January 25

Eligibility:
Master’s degree in any 

discipline, with field sales 
experience in FMCG or pharmaceuticals 
receiving preference.

Minimum experience: 2 years

“Always be 
yourself, express 
yourself, have 
faith in yourself, 
do not go out 
and look for 
a successful 
personality and 
duplicate it.”

BRUCE LEE

MARWAN KHADEM

Curious about the buzz around AI 
breakthroughs and wondering how 
to dive in? Whether you’re keen to 
understand algorithms or eager to 
teach machines how to learn, these five 
courses are perfect for getting started 
stress-free.

Machine Learning Crash Course by 
Google
This course consists of modules designed 
to teach learners basic and advanced ML 
concepts. It starts with essential topics 
like Classification, Linear Regression, 

and Logistic Regression, which help you 
learn about building basic ML models. 
The course also covers some necessary 
data handling techniques and addresses 
challenges like overfitting. 

Stanford CS229: Machine Learning 
Course by Andrew Ng
This course covers foundational 
machine-related topics such as 
supervised learning, unsupervised 
learning, and reinforcement learning. It 
is ideal for those looking for a rigorous, 
detailed exploration of machine-
learning concepts.

Intro to Machine Learning by Kaggle 
This particular beginner course offers 
an accessible and easy entry point into 
machine learning. Designed to help 
you learn the core concepts, it will help 
you build your first machine-learning 
models, providing hands-on exercises 
and guides to solidify your learning.

Machine Learning for Everybody by 
freeCodeCamp.org
This course is an extensive resource 
developed especially for beginners, 
which covers both practical and 
theoretical aspects of ML, including 
hands-on implementations. The course 

also offers a hands-on approach to 
learning ML with Google Colab and real 
datasets. 

Data Science: Machine Learning by 
HarvardX
This course is part of the Professional 
Certificate Program in Data Science, but 
you can audit it for free. It teaches you 
the core concepts of machine learning 
while helping you learn how to build 
prediction algorithms using data. The 
best part is that you will be solidifying 
your knowledge by applying it 
immediately using real-world datasets.

5 free courses to start your 
machine learning journey

NEXT STEP DESK

A recent report 
titled ‘Future 
of Jobs Report 
2025’ by World 
E c o n o m i c 
Forum projects 
a net increase 
of 78 million 
jobs globally by 2030, as rapid 
technological advancements and demographic 
shifts reshape the global workforce. The report 
estimates that while 170 million new roles will 
be created, 92 million positions will be displaced, 
reflecting a net disruption of 22% of jobs over the 
next five years.

Drawing from data collected from over 1,000 
companies across 22 industries in 55 economies, 
the report identifies technological innovations, 
economic pressures, and geopolitical tensions as 
the primary drivers of these changes. Key findings 
highlight the accelerating need for reskilling, 
with 63% of employers citing skills gap as a major 
challenge.

78 million job 

opportunities 

will be available 

by 2030: Report


